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- name: Enumerate Cloudtrails for Current Region
permissions:
- cloudtrail:DescribeTrails
input_arguments:
executors:
python:

code: |
client = boto3.client('cloudtrail')
response = client.describe_trails()
return response
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- name: Enumerate Cloudtrails for Current Region
detection:
sources:
- name: "cloudtrail"

attributes:
eventName: "DescribeTrails"
eventSource: "*.cloudtrail.amazonaws.com"
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